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White House Releases Budget Proposal. The Biden Administration released its fiscal 2024 budget proposal that highlights a number of important health care topics including workforce issues, addressing drug costs, and improving access to care. While agency-specific details were not included in the proposal, the Biden Administration has called for the budget of the US Department of Health and Human Services (HHS) to be increased by 11.5%. The proposal also calls for an additional $150 billion over ten years for Medicaid home- and community-based services, $20 billion to improve pandemic preparedness, prioritizes behavioral health care and earmarks almost $20 billion, and targets nearly $11 billion for global health. The proposal also emphasizes the need to address telehealth and veterans health. The proposal released by the White House is the first step in a lengthy political process requiring negotiation with both the House and Senate. 
ASPR Publishes Cybersecurity Framework Implementation Guide. The Administration for Strategic Preparedness and Response (ASPR) has published a Cybersecurity Framework Implementation Guide. The Guide provides specific steps that health care organizations can take immediately to manage cyber risks to their information technology systems. This guide also provides recommendations, best practices, and resources to help the public and private health care sectors prevent cybersecurity incidents. Jointly created with the Health Sector Coordinating Council (HSCC) Cybersecurity Working Group, development of the Guide was triggered by the recent high-profile cyberattacks and the increasing need for organizations to assess their cyber hygiene and take actions to improve cybersecurity.  
NIST Seeks Public Input on Genomic Data Cybersecurity. The National Cybersecurity Center of Excellence at the National Institute of Standards and Technology (NIST) has published a draft internal report and is accepting public comments through April 3. NIST warns that current policies, guidelines and controls for the cybersecurity and privacy of genomic data are inadequate and requests input from the public on its proposed use cases and protections. The agency also proposes strategies to address real-life use cases occurring at various stages of the genomic data lifecycle and avenues for potential government regulations and policies.
2021 QPP Performance Information Now Available on Care Compare. The Centers for Medicare & Medicaid Services (CMS) has added new 2021 Quality Payment Program (QPP) performance information for doctors, clinicians, groups, virtual groups, and Accountable Care Organizations (ACOs) to the Doctors and Clinicians section of Medicare Care Compare and in the Provider Data Catalog (PDC). CMS is required to report MIPS eligible clinicians’ final scores, MIPS eligible clinicians’ performances under each MIPS performance category, names of eligible clinicians in Advanced APMs and, to the extent feasible, the names and performance of such Advanced APMs. 

Performance information for doctors and clinicians is displayed using measure-level star ratings, percent performance scores, and checkmarks. Medicare patients and caregivers can use the Care Compare website to search for and compare doctors, clinicians, and groups who are enrolled in Medicare. Publicly reporting 2021 QPP performance information helps empower patients to select and access the right care from the right provider. The Care Compare: Doctors and Clinicians Initiative webpage provides details about the 2021 QPP performance and includes a number of useful resources. CMS Provides 2023 MIPS MVPs Updates. CMS has provided an update for its Merit-based Incentive Payment System (MIPS) Value Pathway (MVP). Reporting a MIPS MVP is a new option for providers meeting MIPS reporting requirements in the 2023 performance year of the Quality Payment Program (QPP). CMS has developed the Explore MVPs webpage for providers to learn more about MVP reporting and the 12 finalized MVPs available for the 2023 performance year. Providers can also review all the finalized MVPs on the webpage, including the measures and activities in each MVP. Providers can also click here to download the 2023 MVPs Implementation Guide.
ONC Outlines Interoperability Progress. In a blog post, the Office of the National Coordinator for Health IT (ONC) discusses recent updates from HHS and ONC that outline the impact that Cures Act implementation has had on the nation’s health IT infrastructure. These include network interoperability, with HHS recognizing the first set of applicant organizations approved for onboarding as Qualified Health Information Networks under the Trusted Exchange Framework and Common Agreement (TEFCA). Collectively, the QHIN applicants have networks that cover most U.S. hospitals, tens of thousands of providers, and process billions of annual transactions across all fifty states. As well, certified health IT developers are offering products that meet the ONC Cures Act Final Rule requirements; this includes making secure, standardized application programming interfaces (APIs) available for business-to-business and business-to-consumer exchange. Finally, certified health IT developers have incorporated United States Core Data for Interoperability (USCDI) data elements in their products and ONC kicked off another annual round of United States Core for Data Interoperability version updates, proposing to add 20 data elements and one new data class (Facility Information) to the standardized set of health data classes and data elements that serve as a baseline for health information exchange and inform interoperable health IT implementations.
ONC to Host HIT Developer Roundtable March 22. ONC is hosting a Health IT Certification Program Developer Roundtable on March 22, 2023. These public meetings are open to all health IT developers, regardless of their participation in the ONC Health IT Certification Program. During these meetings, ONC will lead discussions tailored for the health IT developer community on topics such as Certification Program updates, upcoming certification deadlines, and developer requirements. Go here for more information or to register. 
DC Data Breach Includes Members of Congress. The Associated Press (AP) has reported that members of Congress and their families were included in the individuals impacted by a data breach on the District of Columbia's health insurance exchange exposed personal data on members of Congress, their families and employees, according to the AP. DC Health Link confirmed the breach but has not released the number of individuals impacted. 
FTC Reaches $7.8 million Settlement with BetterHelp Regarding Data Sharing Practices. The Federal Trade Commission (FTC) announced a $7.8 million settlement with online counseling service BetterHelp. The settlement resolves allegations of improper health data sharing practices. The company allegedly shared consumer email addresses, health questionnaire responses, and IP addresses with Facebook, Criteo, Snapchat, and Pinterest. The settlement includes a requirement that BetterHelp obtain affirmative consent before disclosing health information to third parties and requires the service to implement a comprehensive privacy program. The FTC also prohibits BetterHelp from sharing consumer health data for advertising purposes in the future.
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