
Avoid
Getting

Scammed

Don’t let anyone rush you. 
Process and understand what’s happening. 

Research the legitimacy of a company or organization 
and verify a person’s credentials before giving out
confidential information.

Keep your social media accounts private to prevent
scammers from getting personal information. 

Never transfer or wire money over 
to someone without verifying the 
person or organization. 

Upload any suspicious images and pictures 
on Google reverse images search
to determine the origin. 

Share and discuss with someone you trust if
you’re unsure it’s a scam.

Report fraudulent activity and scams.

Ignore, block and delete unknown 
calls, emails, and texts.
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