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Northrop Grumman, in collaboration with the USC Center for Economic Development,
is offering free cybersecurity training to small businesses through an Air Force

Small Business Office Mentor Protégé Program. This workshop is open to all small
businesses. Advance registration is required.

WORKSHOP OBJECTIVES:

The primary purpose of our one-day 8-hour workshop is to ensure that small businesses are aware of
the cybersecurity requirements mandated under Defense Federal Acquisition Regulations Supplement
(DFARS) Subpart 204.73. We will focus on understanding the risks associated with safeguarding
controlled unclassified DoD information.

The workshop will focus on the groups of controls from NIST SP 800-171, with examples highlighting what
happens when these controls are not implemented. By the end of the workshop, you will become familiar
with all 110 controls and be able to better identify the areas where you may need greater focus to meet the
DoD'’s cybersecurity expectations. We hope you'll join us.

DATE & TIME IN PERSON ONLINE

MARCH 7 ‘
N 39 Y=o ;

WEBINAR

TUESDAY - Vo WEBINAR

8:00 AM - 5:00 PM ) Login details will be
Pacific Time PORTLAND, OREGON METRO AREA sent upon registration
Address and venue details will be sent to
registrants prior to event

FOR MORE INFORMATION & REGISTRATION DETAILS - VISIT https://sites.usc.edu/cyberworkshops
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