
                  PRACTICE MANAGEMENT  
                        UPDATE 

 

Cybersecurity Checkup:  
Prepare Your Practice for a Cyber Attack 

 
 

Tuesday, February 28        8 – 9:15 am 
 
 
 
 

  

 

Practice Management Updates are 
open to MCMS members and their 
staff. There is no additional cost to 
attend. 
 
Held at MCMS Headquarters 
15855 Crabbs Branch Way 
Rockville, MD 20855 
 
Franklin Commercial Office Park. 
Intersection of Indianola & Crabbs 
Branch. Use Derwood if using GPS. 
 
Plenty of free parking. 
 
Continental Breakfast is served. 
 
 
 

RSVP EARLY! 
 
 
Fax completed form: 301.921.4368 
or email your RSVP to  
kmiller@montgomerymedicine.org 
 
 
 
 
 
 

Not an MCMS Member? 
If you or your physicians would like 
to join MCMS to take advantage of 
educational offerings, contact: 
Stephen McDow 
Physician Engagement Specialist 
301.921.4300  
smcdow@montgomerymedicine.org 
 
 
 

                         
         
 

   
                                                   

 
 
 
 
 
 
 
 

 

FAX REPLY FORM  —  FAX to 301.921.4368 

Attendee Name:  _______________________________________________ 
 
Member Name:   _______________________________________________ 
 
Preferred Email:  _______________________________________________ 
 
Phone:   ______________________________________________________ 

In response to growing cybersecurity concerns, the Maryland Health 
Care Commission (MHCC) developed a Cybersecurity Self-
Assessment Tool aimed at assisting providers with assessing their 
existing cybersecurity processes, and to identify best practices for 
implementation where processes do not currently exist.   
 

Join your colleagues to learn more about how your practice can 
implement this assessment tool, by utilizing the 5 core functions: 
 

 Identify: Learn to assess your systems, assets, data, business 
context, and resources to understand and manage cybersecurity 
risk. 

 Protect: Develop and implement the appropriate safeguards to 
limit/contain the potential impact of a cybersecurity event. 

 Detect: Implement assessing procedures to rapidly identify cyber 
events, test detection processes, analyze data to understand attack 
targets and methods, and inform improvements to organizational 
processes.   

 Respond: How to contain the impact of a cybersecurity event. 
 Recover: Prepare processes to maintain resiliency plans and 

support restoration of services impacted during an event. 
 

Presenter:  Justine Springer from the Maryland Health Care 
Commission’s Center for HealthIT and Innovative Care Delivery. The 
Center provides the resources physicians need to thrive as  
clinicians and small businesses  
in a time of rapid technological  
advancement.  
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