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/ndusz‘r/al Cyber Briefing
Anaz‘om y of an Operational Attack *
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oA As industrial and manufacturing companies connect more 9> /

systems through digital transformation, they introduce new
risks to their environments.

TMMI powered by GrayMatter’s Cyber Lead will walk you through
how to mitigate those risks and develop an architecture to protect
against threats both external and internal.

* When: 8:30 a.m. to (approx.) 12:30 p.m. Oct. 4

* Where: Budweiser Events Center — Ranch Bar & Grill,
5290 Arena Circle. Loveland, CO 80538

* Presenters: Scott Christensen, TMMI powered <,> TMMI
by GrayMatter Cyber Lead, Tempered &7 Roueren ey
Networks and CyberX

* Register (Free): http://bit.ly/TMMICyber

Topics our briefing will cover:

* Building and developing maturity into a OT Cyber Security Program

* Anatomy of an Attack

* History of Industrial Control System Attacks

* I|dentifying Risk and Modeling attacks against an OT environment (Cyber X)
* Cloaking and Segmentation of a Production Network (Tempered)

* Defense in Depth Strategy (Avoiding single points of failure)

Continental breakfast and lunch will be provided

Ranch Bar & Grill is on the 4th Floor Suite Level of the Budweiser Event Center
Presented by TMMI Powered by GrayMatter, CyberX & Tempered Networks
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