
    
     

Cybersecurity Subcommittee Virtual Session    
Draft Agenda  

Thursday, February 25th      
1:00-3:00pm ET   

Moderated by Sean Reyes, Utah Attorney General 
 

 
1:00 – 1:08pm    Opening Remarks    
      

Sean Reyes, Attorney General, Utah  
  
  

1:09 – 1:39pm    Fireside Chat: Unpacking the SolarWinds Attack 
      

Led by Jeff Tsai, Partner, DLA Piper  
Melodi “Mel” Gates, Senior Legal Editor, Privacy & Data 
Security, Thomson Reuters Practical Law 
Denny LeCompte, Senior Vice President of Product 
Marketing, SolarWinds MSP 
 

Summary:   This fireside chat will review various forms of 
attacks (such as end user, infrastructure, service provider, 
and supply chain) and their overlap, distinguish/explain 
why this type of IT infrastructure supply chain attack is 
rather novel/unprecedented and especially 
difficult/troubling, and will discuss various approaches to 
risk assessment and prevention across the community. 

 

1:40 – 1:55pm  I See Fake People: How Fraudsters Create Identities to 
Defraud Unemployment Insurance Programs and How 
the Intelligent Application of Data and Analytics Stops 
Them  

Jon Coss, Chief Executive Officer & Founder, Pondera 
Solutions 



 

Summary:    It’s a truism that fraud follows the money in 
public programs. During the COVID-19 pandemic, 
unemployment insurance agencies have seen surges in 
legitimate applicants, and with them substantial increases in 
fraudulent claims from both opportunistic individuals and 
highly organized criminal enterprises. This session will 
discuss the ways that agencies can effectively combat 
claimant fraud in unemployment insurance programs by 
combining data and analytics to quickly identify anomalous 
claims and prioritize reviews to ensure monies are 
disbursed to deserving claimants as quickly as possible. 
Attorneys General across the country are combatting this 
type of fraud today. Applying effective up-front 
preventative measures reduce states’ exposure and allow 
AGs to focus on the most egregious criminal actors.  

 
1:56 – 2:11pm   Data Security, Data Privacy and National Breach 

Notification Laws 
 

Tatyana Bolton, Director, Cybersecurity and Emerging 
Threats,  
R Street 

 
Summary:  pending  

 
  
2:12 – 2:27pm    Title Pending 
  

Michael Lewis, Chief Counsel, Intellectual Property 
Protection and Cybersecurity, 
The Entertainment Software Association  
 
Summary:  pending 

   

2:28– 2:43pm  The Fourth and Fifth Amendments Meet the Digital 
Age  

David Bender, Adjunct Professor of Privacy Law, 
University of Houston Law Center & Pace 
University Law School and Distinguished Fellow, 
Ponemon Institute 

 



Summary: In recent years, courts have had to grapple with 
many novel problems posed by advancing technology.  
This presentation describes how courts have applied the 
Fourth Amendment, and the Fifth Amendment prohibition 
against self-incrimination, to various situations embodying 
contemporary digital technology, from GPS tracking of 
vehicles, to ferreting out computer passwords. 

 
 
  

2:44 – 2:59pm Title Pending  
 

Speaker pending, Waymo 
 

Summary:  pending 

3:00pm     Closing Comments 


