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SFVA PIV (Personal Identity Verification) Card Requirements for UCSF Residents and Fellows
Your own VA PIV card is required for computer network access at VA. 

When rotating at the San Francisco Veterans Affairs Healthcare System (SFVAHCS), a Personal Identity Verification Card (PIV Card) is required for computer network access. Every individual must login with their own PIV card.  NO EXCEPTIONS: Do Not Share PIV Cards.

Residents and fellows can call the VA Service Desk at 1-855-673-4357 to request a 14-day VA PIV card login exemption if there is a delay in receiving a VA PIV card prior to your VA rotation (or if you have forgotten it). Contact your VA clinical service administrator and/or v21sfcGME@va.gov after requesting a PIV-exemption so any issue can be remedied in a timely manner. 

1. Scenario 1: You have a VA PIV card. Check your VA PIV card for the expiration date. 
a. If the expiration date is 2 months or more from your start date at the SFVA (for example, your start date is June 22 and your card expires October 30), you will not need to renew your card before you start. Be sure to start the renewal process at least two months before the expiration date. See (b) below. 
b. If the expiration date is 2 months or less from your start date at the SFVA (for example, your start date is June 22 and your card expires August 16), you will need to renew your PIV card – do not delay in renewing it. Please email v21sfcGME@va.gov and your VA clinical service administrator with GME PIV Card Renewal in the subject line. Include your name and UCSF training program name in the email. We will send further instructions on how to renew.  

2. Scenario 2: You forgot your PIV card or your PIV card is not working. Call the VA Service Desk at 1-855-673-4357 to request a 14-day VA PIV card login exemption AND contact your VA clinical service administrator and/or v21sfcGME@va.gov after requesting a PIV-exemption so any issue can be remedied in a timely manner.  

3. Scenario 3: You do not have a VA PIV card or your VA PIV card is expired. A new PIV card is required in both situations. This requires an appointment for fingerprinting and a second appointment for PIV card pick up. 

a. Fingerprinting: Please either 1) Get courtesy fingerprints at a local VA before you relocate to San Francisco – see the instruction sheet on courtesy fingerprints in this packet; 2) Attend the VA group fingerprinting appointment that your UCSF program may opt to schedule for you; or 3) Schedule your own in-person fingerprinting appointment at SFVA at this website https://www.fedidcard.gov . Select Make an Appointment; select Department of Veterans Affairs as the agency; select Enrollment; enter San Francisco, CA, select SFVA and then date/time. 
b. PIV Card Pick Up: You need an in-person appointment at SFVA to pick up your PIV card after completing your fingerprints. Please email v21sfcGME@va.gov and your VA service coordinator to schedule this appointment. You may also self schedule at this website https://www.fedidcard.gov. Select Make an Appointment; select Department of Veterans Affairs as the agency; select Card Pick Up; enter San Francisco, CA, select SFVA and date/time. 

Bring two approved forms of identification to these appointments. Please review the identity source verification document included in the packet for allowable forms of ID.




Key Actions for maintaining VA network active status:
1. Be prepared: If you have an upcoming VA rotation, be sure your PIV card is working/active before your rotation. 
2. Complete Talent Management System Modules: TMS module “VHA Mandatory training for trainees” must be completed once per academic year to have VA network access. For assistance with completing/renewing TMS training, please contact your VA clinical service administrator.  
3. Login to the VA network every 60 days: either onsite or remotely for at least 15 minutes for the VA network to recognize your account.
4. Keep remote access active: Your VA clinical service administrator will help you get remote access and just like your account activity there must be remote activity to maintain access. After 90 days of no remote access activity, it will disable for non-use.
5. Use your PIV for remote access: When utilizing remote access, it is best to use your PIV card for login as this will help maintain your credentials.  You may obtain a portable PIV card reader with the PIV office, or your service may have some available for distribution.

For questions or concerns, please contact SFVAHCS Education Office Team at v21sfcGME@va.gov .
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