PAYMENT SCAMS 
Fake check: A victim receives what appears to be a legitimate check with instructions to deposit the funds and return a portion to the sender. The faulty check appears legitimate and may even fool a bank teller. Once the bank determines the check is fake, often after the victim has paid some amount of money to the scammer, the victim is held accountable for any money that was withdrawn or sent to the perpetrator. 
Mobile payment service scam: a victim receives a transfer and notification on their mobile payment app (e.g., Venmo, PayPal, etc.) from someone they do not know. The sender claims the transaction was sent by mistake and would like the money returned. The victim returns all the money to the sender before realizing the original transfer did not process (due to being sent with a stolen credit card or simply canceled) and they end up sending the scammer their own money. The scammers will then delete the stolen credit card and add their legitimate one to receive the victim’s funds. 
Lottery and sweepstakes scam: A victim is informed by mail they have won a sweepstakes or lottery. The letter includes a cashier’s check and instructions for the victim to deposit the check and then wire money to pay taxes/fees. The check is fake and the victim will lose the money wired to the scammers.
