a Microsoft manage’

Security in a Day — Agenda

Time Topics - Protection Focused

8:30-9:00 AM Welcome/Arrival/Lab Environ Validation

9:00 - 9:30 AM MS Security Overview

9:30 -10:00 AM Conditional Access via Azure Active Directory

10:00 - 10:30 AM Mobile Device Management and Mobile App Protection via Intune
10:30 - 10:45 AM Office 365 Adv. Threat Protection

BREAK 10:45 AM - 1:00 PM

Time Topics - Protection Focused
11:00-11:30 AM Data Classification and Protection via Azure Information Protection
11:30 AM —-12:00 PM Data Lifecycle Management via 0365 Advanced Data Governance

LUNCH 12:00-12:30 PM

Time Topics - Detection Focused

12:00-12:30 PM Advanced Security Management and Alerts

12:30-1:15 PM Office 365 Data Loss Prevention capabilities

1:15-1:30 PM Safeguarding user identity with Azure Identity Protection
1:30-1:45 PM Office 365 Threat Intelligence

BREAK 1:45 - 2:00 PM

Time Topics - Response

2:00-2:30 PM Office 365 eDiscovery/Hold

2:30-3:00 PM Compliance Search, Export and Actions
3:00-3:30 PM Office 365 Audit Logs and Activity Reporting
3:30-3:45 PM Azure Log Analytics

3:45-4:00 PM Office 365 Secure Score



